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4 System requirements to install the
operating system for SORM-3 information
system

CentOS 7 x86_64 OS should be installed
(http://mirror.yandex.ru/centos/7/isos/x86_64/Cent0S-7-x86_64-Minimal-1804.is0). You should not
need to disable SELinux. After installation you should run the following command:yum update -y as
a root and restart after the updates installation completes (shutdown -r now).

After the reboot, perform the installation of the auxiliary software using the following command: yum
install -y vim-enhanced sudo mc git gcc openssl-devel wget screen sysstat
setroubleshoot ntp lvm2 epel-release vsftpd.

1. I/0 subsystem specifications

a. Disk drives available for the operating system have to be organized in RAID (> RAID0), which
implies that the system will operate when a single physical disk fails;

b. The volumes used to create the file system for PostgreSQL should provide latency at most 10-12
ms with 3000 iops to write (sequential write) and 7000 iops to read (sequential read).

2. OS disk space allocation:
a. YcTaHOBKa O0/KHa ncnonb3oBaTb LVM ans Bcex hannosbiX CUCTEM;

b. Mpwn coBmeLLeHNN KOPHEBOW (haliIOBOM CUCTEMbI U PalnIOBON CMCTEMBI /var HeobxoauM pa3mep He
mMeHee 100GB 15 coBMeLEHHOW (hansioBON CUCTEMBI;

¢. Ecnmn KopHeBas thannoBas cMcTeEMa He COBMELLLEeHa C (hanioBOM CMCTEMON /var, TO pa3mep 3TUX
hannoBbIx cMcTem AomkeH bbiTb He MeHee 50GB;

d. ®annosas cuctema /opt oosmKHa pacnonaraTtbCs Ha oTAeNbHOM logical volume B oTaenbHoOm
volume group; pa3mep He MmeHee 100GB;

e. ®annosas cuctema /var/lib/pgsql nonkHa pacnonaratbCs Ha oTaensHoM logical volume B
OTAENbHON volume group; pa3Mep pacCHUTbLIBAETCA ONepaTopoM UCXOAA U3 MPOMNYCKHOM
cnocobHocTU KaHana Tunosble BapuaHTbl 0b6opynosaHma COPM-3. B cnyvyae ncnosib3oBaHus
HEeCKOJIbKMUX OUCKOB ANns faHHon VG, LV posmkeH co3faBaTbCs € MCNOJIb30BaHMEM stripe (Knouu -i v -
[); KoNn4ecTBo stripes == KOAN4YeCTBY ANCKOB.

3. TpeboBaHusa K HacTpoike OC

a. Monb3oBaTenam rpynnsl wheel ycTaHaBiMBaeTCsa pa3peLleHne UCnosib30BaTb BCE KOMaHbl B
KOHTEKCTe BCex nosb3oBaTenen: fobasutb B /etc/sudoers cTpoky swheel ALL=(ALL) NOPASSWD:
ALL

b. co3paTb nonb3oBaTenen:

useradd -m -g wheel -u 3000 AAlekseenko


http://mirror.yandex.ru/centos/7/isos/x86_64/CentOS-7-x86_64-Minimal-1804.iso
https://wiki.vasexperts.ru/doku.php?id=sorm:sorm3:sorm3_hw_hw:start

useradd -m -g wheel -u 3001 Ilya.Volzhev

useradd -m -g wheel -u 3002 denis.alexandrov
useradd -m -g wheel -u 3003 stanislav.polevik
useradd -m -g wheel -u 3004 andrey.voloshin
useradd -m -g wheel -u 3005 alexander.suleymanov
useradd -m -g wheel -u 3006 kirill.ivanov
useradd -m -g wheel -u 3007 konstantin.mikhaylov

openssl rand -base64 32
openssl rand -base64 32

| passwd --stdin AAlekseenko

| passwd --stdin Ilya.Volzhev

openssl rand -base64 32 | passwd --stdin denis.alexandrov
openssl rand -base64 32 | passwd --stdin stanislav.polevik
openssl rand -base64 32 | passwd --stdin andrey.voloshin
openssl rand -base64 32 | passwd --stdin alexander.suleymanov
openssl rand -base64 32 | passwd --stdin kirill.ivanov
openssl rand -base64 32 | passwd --stdin konstantin.mikhaylov

C COOTBETCTBYOLWMMU SSH-KAOYaMKM, AOCTYMHbIMK ANS ayTEHTURMKALWUN:

mkdir ~AAlekseenko/.ssh && echo 'ssh-ed25519
AAAAC3NzaCllZDIINTES5AAAAIPWzgE2at7UudgJZLAzwKLF/5Rmctgmju2qEbR8yboEi
AAlekseenko@ssh.vasexperts.ru' > ~AAlekseenko/.ssh/authorized keys && chown
-R AAlekseenko:wheel ~AAlekseenko/.ssh

mkdir ~Ilya.Volzhev/.ssh && echo 'ssh-ed25519
AAAAC3NzaCll1ZDIINTES5AAAAIGbzw32CWCgHTEFN68uGojHXEAZUEA8KSVPLrZQ0z7/B
Ilya.Volzhev@ssh.vasexperts.ru' > ~Ilya.Volzhev/.ssh/authorized keys &&
chown -R Ilya.Volzhev:wheel ~Ilya.Volzhev/.ssh

mkdir ~denis.alexandrov/.ssh && echo 'ssh-ed25519
AAAAC3NzaCl1ZDIINTES5AAAAIMUlzwCAXyXDACbJI57ZtrbKstDOQJhWs fm+F6yPb5KJd
denis.alexandrov@ssh.vasexperts.ru' > ~denis.alexandrov/.ssh/authorized keys
&& chown -R denis.alexandrov:wheel ~denis.alexandrov/.ssh

mkdir ~stanislav.polevik/.ssh && echo 'ssh-ed25519
AAAAC3NzaC11ZDIINTESAAAAIBN1qVYWkvUn4pJuX70PkUucgp4cihiZ6fFIzTUnKtEkK
stanislav.polevik@ssh.vasexperts.ru' >
~stanislav.polevik/.ssh/authorized keys && chown -R stanislav.polevik:wheel
~stanislav.polevik/.ssh

mkdir ~andrey.voloshin/.ssh && echo 'ssh-ed25519
AAAAC3NzaC11ZDIINTES5AAAAIPsdFrdFNudtBBWr3iIn/xyJeCL5/yLSQZT9A5LKG2GS
andrey.voloshin@ssh.vasexperts.ru' > ~andrey.voloshin/.ssh/authorized keys
&S chown -R andrey.voloshin:wheel ~andrey.voloshin/.ssh

mkdir ~alexander.suleymanov/.ssh && echo 'ssh-ed25519
AAAAC3NzaCllZDIINTES5AAAAIDIYZHI9r+PbfsklhlhjtmQwyqCVn57x8cj7y20HqfP2t
alexander.suleymanov@ssh.vasexperts.ru' >
~alexander.suleymanov/.ssh/authorized keys && chown -R
alexander.suleymanov:wheel ~alexander.suleymanov/.ssh

mkdir ~kirill.ivanov/.ssh && echo 'ssh-ed25519
AAAAC3NzaCl1l1ZDIINTE5AAAAIKSbxFhBHiPxRYvReknpORez5YK76p2LFkcOn7mj03co
kirill.ivanov@ssh.vasexperts.ru' > ~kirill.ivanov/.ssh/authorized keys &&
chown -R kirill.ivanov:wheel ~kirill.ivanov/.ssh

mkdir ~konstantin.mikhaylov/.ssh && echo 'ssh-ed25519



AAAAC3NzaC11ZDIINTESAAAAII/OLHqdxq6Fo4v+w55rbYoe3E1IWk4VT+/dY3GCWYY/
konstantin.mikhaylov@ssh.vasexperts.ru' >
~konstantin.mikhaylov/.ssh/authorized keys && chown -R
konstantin.mikhaylov:wheel ~konstantin.mikhaylov/.ssh

. Monb3oBaTento root B Ka4ecTBe AOCTYMHbIX 419 ayTEHTUMUKALMN KOYen nobaBnThb cnepywuine
KNIO4N:

mkdir /root/.ssh

echo 'ssh-ed25519
AAAAC3NzaCl1ZDIINTESAAAAILBz8xQUuULBZzVqSphORGVLIuqyYMOTLYp/yle3jmV7F
evgueni.gavrilov@it-grad.ru' >> /root/.ssh/authorized keys

echo 'ssh-ed25519
AAAAC3NzaCllZDIINTESAAAAILLzeWIDUXmUgFIriBvLUkv/PFdcm8rgThYyG8ZnwdLq
dmitry.kozlov@it-grad.ru' >> /root/.ssh/authorized keys

Kpome Toro, Heobxoanmo ybeamnTbCs, 4TO ayTeHTUdUKaLns nonb3osatens root B sshd Bo3mMoxHa ¢
nomoLlblo SSH-knoven: B anne /etc/ssh/sshd _config napameTtp PermitRootLogin He
L0/KeH BbITb BbICTaBJIEH B 3HaY€HKEe NO; AOMYCTUMbIMUK 3Ha4YeHusaMu senseTca without-password
(ayTeHTUMKaLmMa TONbKO NO KJ4YaM) uan yes (ayTeHTudukaumns 4OCTYMHa 1 No naposto, 1 no
KJtO4Y).

d. B kavecTBe firewall ncnonb3yetcs firewalld
e. MNepekntoynTb sshd Ha nopT 22022/tcp

B SELinux 106aBWTb HECTaHAAPTHLIN NOPT K CNCKY pa3peLLéHHbIX K MCMOb30BaHNI0 KOMaHAOM
semanage port -a -t ssh port t -p tcp 22022

BHecTn nsmeHeHune B hann KoHpurypauun /etc/ssh/sshd config no-ymonyaHuio MoOXHO
cnenytowen KoMaHoomn:

sed -i.BAK -e 's,”#Port 22,Port 22022,' /etc/ssh/sshd config

nnbo BPYyYHYO M3MeHUTb NapameTp Port Ha 3HavyeHune 22022.

NlobaBuTb gocTtyn ¢ ssh.vasexperts.ru (5.101.76.50):

firewall-cmd --permanent --add-rich-rule='rule family="ipv4" source
address="5.101.76.50/32" port port=22022 protocol="tcp" accept'

firewall-cmd --reload

HernocpenCcTBEHHO Nepek/lYeHne Ha UCNoJib30BaHMe HeCTaHAapTHOro NopTa NPoU3BeCcT KOMaHaowm

systemctl reload sshd

g. aHanormyHoiM obpasom npu HeobxogumocTn nobasuTb "cBomn" IP-agpeca

h. co3paTb nonb3oBaTens cdr (0T 3Toro nosb3oatens byaeT NPOM3BOAUTLCA BbIFPY3Ka AaHHbIX



onepaTtopa CBA3n U3 bunnamHra unu NAT TpaHCcnaumm):

useradd -m -s /sbin/nologin cdr
openssl rand -base64 32 | passwd --stdin cdr

i. KOHurypauwnto vsftpd (pann /etc/vsftpd/vsftpd. conf) npusectun Kk cnepytowiemy suay:

listen=YES

background=YES

pam service name=vsftpd

tcp _wrappers=YES
anonymous_enable=NO

local enable=YES

write enable=YES
connect from port 20=NO

xferlog enable=NO

xferlog file=/var/log/vsftpd.log
async_abor enable=YES
chroot local user=YES
chroot list enable=NO

chroot list file=/etc/vsftpd/chroot list
allow writeable chroot=YES
userlist enable=NO

userlist deny=NO

user config dir=/etc/vsftpd/users
force dot files=YES

local umask=022

dirmessage enable=YES
pasv_enable=YES
pasv_max_port=10100

pasv_min port=10090

hide file=NO

tcp _wrappers=YES

ascii upload enable=YES

ascii download enable=YES

local umask=022
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