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1 Пользователь sudo

Соединение и управление оборудованием осуществляется по SSH протоколу. Подключение
необходимо осуществлять под пользователем с sudo привилегиями, либо под пользователем
root (не рекомендуется).

П о с м о т р и т е  в и д е о - у р о к  п о  п о д к л ю ч е н и ю  к  D P I :
https://www.youtube.com/watch?v=81WMPGw6tak&feature=emb_logo

На подключаемом оборудовании необходимо создать sudo пользователя.

На примере пользователя dpisu:

Создайте пользователя dpisu1.

adduser dpisu
passwd dpisu

Запишите в файл /etc/sudoers.d/dpisu следующее2.

Defaults:dpisu !requiretty
Defaults secure_path =
/usr/local/sbin:/usr/local/bin:/sbin:/bin:/usr/sbin:/usr/bin:/root/bin
dpisu    ALL=(ALL)       NOPASSWD: ALL

Этим действием вы для пользователя dpisu отключаете требование запрашивать пароль и требование requiretty при
переключении в режим sudo.

Отключите требование requiretty в файле /etc/sudoers3.

 sed -i "s/^.*requiretty/#Defaults requiretty/" /etc/sudoers

https://www.youtube.com/watch?v=81WMPGw6tak&feature=emb_logo
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